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NOTICE OF SECURITY INCIDENT
Dae <cfrt_name>> <<middie_name>> <<last_name>> <<suff>>;
Peps Boring Ventures values ou elaonship with you, nd we espe th privy ofyour information. This is why,as
 prcauony eats, We are Wing oke you Sarofan incident hat may ffs th security ofsmeofyour
personal information. A this ime we are not awareofany eatty tefl or fraud involving your personal information,
ut outofan sundance ofcation, we ar providing you with an overview of te ncdes, ou ongoing respons, nd
resources svaabl 0 you ght now to help protect yourselffom any ptenial consequences
WHATHAPPENED?
On Jamary 10, 2023, Peps Botling Ventures lod that wnshorized ativiy was reported on tainofou esl IT
systems. Basedo ou preliminary nvestgion, an unknown pay aeessd those systems anor sound December 23, 2022,
installed malware, and downloaded certain information coined on he sessed 1 yes.
We took prompt action to contain the indent and secure ou syste. While we ac continuing to monitor ou systems
for unauthorized activ, the lat known date of unauthorized IT system acces was January 19, 2023. We reported the
incident 1 law enforcementidarecooperating with thle ivesaton.
‘WHATINFORMATIONWASINVOLVED?
The impacted information varies by individual, and may Rave includes rst and Last names (including individual and
or paren egal sumame pros to mariage) home address; cil adres; nancial account information (nciuding 3
Tinted umber of passwords, PIN codes, or other secs nmbers ste nd federal ovement issued denication
numbers such as dive license manbers, ID cards, social security numbers an passport information; igh signatures;ndinformation aed to benefits and employment nclding cei ited medical History, health and health insure
lens, and heats sar formation su aspolicy rons,
WHATWEAREDOING
Peps Boling Ventures LLC values your privacy and deply res tat his incident ascred. Peps Botling Vetus
LLC is conducting a thorough review of the potently affected records and systems. The salty of your personal
information i ofth wimotimporance tos. Pepe BolingVentures promply reported he incident ola enforsmrt,
suspended all fected ysis, and began a investigation to understand th scope and impactof th incident, We ave
taken umber of sis 1 contain the unauthorized acces ther strengthenthe security of ou networks, and increase
technological seuity by requiring he change ofl company prsswords.
onhelp relieve concerns and restore confidence lowing thi incident, we have sscured th servicesofKl to provide
idenity monitoring a no cos to you for one year Kroll global ender in isk mitigation and yesponse, and their eam
as extensive experienc helping peopl who hav ssisind a unintentional exposureof confidential aa. Your ent
monitoring services include Credit Monitoring, Current Credit Report, Web Watcher, Public Persons, Quick Cach Scan,1 Millon entity Fraud Loss Reimburscann, Fra Consolation, nd deity Theft Restoration,



Visit httpsi/enroll krollmonitoring.com to activate and take advantage ofyour identity monitoring services.
You have until <<b2b_text_G{activation deadline)>> to activate your identity monitoring services.
Membership Number: <cMembership Number s_n>>

For more information about Kroll and your Identity Monitoring services, you can visit info krollmonitoring.com.
‘Additional information describing your services is included with tis letter.
WHATYOUCANDO
Please promply change your usemame(s), password(s), and security question answer(s) for any accounts or account
informationyou maintain with Pepsi Bottling Ventures, and take any other appropriate steps to protect all other online:
accounts maintained by you that use the same usemame, password, or security question answer.
Please also review the attachment to this letter (Steps You Can Take to Further Protect Your Information) for further
informationon steps youcan take to protect your information, and how to receive free identity monitoring services for
one year.
EORMOREINFORMATION
For futher information and assistance, please contact (866) 674-3149, Monday through Friday from 9:00 a.m. t0 6:30 pm.
Eastern Time, excluding major U.S. holidays. Please have your membership number ready.
Sincerely,

Derek Hill
President & CEO
4141 Parklane Ave, Suite 600
Raleigh, NC 27612



-KRIOLL
TAKE ADVANTAGE OF YOUR IDENTITY MONITORING SERVICES
You have been provided with cess othe Following servis rom Kal

ipl Bureau Credit Monitoring and Single ures Credit Report
Voutsuo eport aval for yoo revi. You will io ceive lets whe ther changes our rit
Gtaofhe tr maonl cri ress tance, when & ew ne of cS sped for yout name.
ou dono coi te acti, you will ev th api 1 all Krol Td seca,ho wil b ble 10 help you
Semin am lito of amity hf
Web Watcher
We Watcher monitors tnt sites here crisay by, sl, and ade persona dent norman. An ae will
Steroids of your personal etyloan ond
Public PersonaPubic Peon monitors and nies when rans, alfies, and acirscs become sociated with yo Social Secuihe 1 omaion oun, you il eos ole
Quick Cah San
Quick Cash Se monitors shrtem and cshdvance loan sures You will sive an lst when on i ore,nou en cul Kol od speci for moe formation,
$1 Millon Menty Fraud Loss ReimbursementReinburcs you or oofpocket pees ling up 0 $1 million in covered eal costs ad expenses foe ay oeSele niy oent. Al verge i Sujet0hcoins adexonsihe poly
Fraud Consitation
Vou hav nlm aces 10 onsulation with Kol rd peli. Sppot includes showing you he most ffctiveays 0 prot you Geni, Cxluning You TES and prGEons une he aw ssoancs wih Fh alte, andprong how prone maton Sood nd vot ingCSTE uptonSey tet oube Gededen hh even
Identity The Restoration18you become a victim of Kenity hel, an experienced Krol nse investigator will work on ourbufrslveeed sae. You will av esos deco vest tor whe andesands yout ue nd in do mt of workoro Your isto will b sh 0 Gf G6 fo eon ap of HAYhf, amd hn wk foFS 1.
oltert elitesedo ofhs,inSee
Treeleneon ot be ove drsid 5: ot Slym54Utbs tm ytoh.

Steps You CanTake to Further Help Protect Your Informtion
+ RieYourAccount Statements and Noy Law Enforcement of uspcous Activity
“hs  recationyy menue, we rsomnend tt ou rein giant by viewing you acount saree 1d creditTops cosy of ou ery ah yo ac any IRs SRY 9 88 Seco, So shold OMYrly he Anil insuo corpazy wih which he acco 3 imines. You iho shold promptly riport nyRint achiiy or amy Susp iden of Keniy Ih 1 proper I cnforesment hones, meng You
state attomey general and the Federal Trade Commission (FTC). You should change passwords and security questions.needsome
To fle a complain ith the FIC, go to entity het gov or call 1-877-D-THEET (87-438 4338). Complains ledih he FTC ul bs add 10h EPCs ay TetDi Ceinghose, wich i.abs made Aaspassiihiy
+ Obtain ana Monitor Your Credit Report
We recommend at yo obtain 5s copyofou refit pont fos xl ofth re oe ri eporing ageciesane over 13 months oy Vii hg ww malcreiveport cm, cllls 71-53-8326, 3 b completingAnh Cro Report Regus For and man 1 to As Crit por Reqs Sei, PO. Box 105281Alt, GA 0345. You can ocess he reget fom at sy walrereportcomeguesthepresto
‘action. Or you can elect to purchase a copy ofyour credit report by contacting one of the three national credit reportinggenie, Coniac information foro ecmolrit poring ences forhe PUD oFQUAcopy Yourreport or for gener) mis provid below:



Equifix Experian TransUnion
(866) 349-5191 (888) 397-3742 (300) 888-4213
wwwequifax.com www experian.com whtransunjon.com
PO. Box 740241 PO. Box 2002 2 Baldwin Place,
Atlanta, GA 30374 Allen, TX 75013 P0. Box 1000

Chester, PA 19016
+ Consider Placing a Fraud Alert on Your Credit Report
We recommend placing a fraud alert onyourcredit rport. There are two types of fraud alerts you can place on your credit
report {0 put your creditors on notice hat you may be victimoffraud—an initial alert and an extended alert. You may
ask that an iil raud alert be placed on your credit reportifyou suspect you have been,orare about © be,a victim of
denity theft, An initial fraud alert stayson your creditreportfor at least oneyear, You may have an extended alert placed
onyourcredit reportifyou have slrcady been a victim of identity theftandyou have the appropriate documentary proof.
‘An extended fraud alert stays on your credit report fo seven years. You can place a fraud alert on your credit report by
contacting anyofth three national credit reporting agencies.
Additonal information is available at htp:/sweannualeredieeport com.
+ “Take Advantageof AdditionalFree Resources on Identity Theft
We recommend that you review the tips provided by the Federal Trade Commission's Consumer Information website,
a valuable resource with some helpful tps on how to protect your information. Additional information is available at
tps:/wwwconsumer. fc govAopics/privacy-identity-online-security.
For more information, pease visit Identity Theftgov or call 1-877-ID-THEFT (877-438-4338).Acopyof Identity Theft
— A Recovery Plan, a comprehensive guide from the FTC to help you guard against and deal with identity theft can be
found on the FTC's website at hitps:/Aviv consumerfc. gov/articiespdf-0009_idenitythet_a_tecovery_plan pdf.
OTHERIMPORTANTINFORMATION

+ Sceurity Freeze
A security freeze (also known as credit frecze) makes it harder for someone {0 open a new account in your name. It
is designed to prevent potential creditors from accessing your credit report without your consent. As a result, sing &
security freeze may interfere with or delay your ability to apply fora new credit card, wireless phon, o any service that
requiresa credit check. You must separately place security freeze on your credit ile with each credit reporting agency.
“To place a security freze, you may be required to provide the consumer reporting agency with information tht identifies
you including your full name, Social Security number, date of birth, current and previous addresses, copy of your
State-ssued identification card, and a recent utility bil, bank statement, or insurance statement. There is no charge to
requesta security freeze or to removeasecurity fieeze.
+ Additional information required by certain State laws
Maryland residents may also wish to review information provided by the Maryland Attorney General on how o 2void.
identity theft at hip:/wwww.marylandattomeygencral.gov/Pages/Identity Theftdefault aspx, or by sending an email to
dthefi@oag.state.nd.us, or calling 410-576-6491.
New Mexico Consumers have the right to obtain a Security Freeze or Submit a DeclarationofRemoval. A summary
of your rights under the Fair Credit Reporting Act can be foundathitps:/flesconsumerfinance.gov/fdocumentsefp_
sonsumerights-summary_2013:09docx
“The NewYork Attomey General maybecontacteda: Office ofthe AttorneyGeneral,TheCapitol,Albany,NY 12224-0341;
1-800-771-7755; htps/agny gov.
North Carolina residents may obtain information about steps you can take to prevent identiy theft from the North
Carolina Attorney General at hitps/ncdoj.goviprotectng-consumers/protectng-your-dentityprotect-yourse-from-id-
thef or a: North Carolina Attorney General's Ofce, Consumer Protection Division, 9001 Mail Service Cente, Raleigh,
NC 27699-9001, 877-566-7226 (Toll-free within North Carolina, 919-716-6000
‘The Oregon Attomey General may be contacted to report suspected identity theft at:doj stae.orus/ or the Oregon
DepartmentofJustice, 1162 Court Street NE, Salen, OR 97301, in addition t local law enforcement and the FTC,
‘Wisconsin Residents: upon Pepsi Boiling Ventures’ receipt ofa writen request from an affected person receiving this
notice, we will identify that person's specific persona information that may have been acquired.
For Colorado, Georgia, Maine, Maryland, Massachusetts, New Jersey, Puerto Rico, and Vermont Residents: You
may obtain one or more (depending on th state) additional copiesof your redit report, freeof charge. You must contact
eachof the credit reporting agencies directly to obtain such additional repor(s).


