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STATEMENT OF RELATED CASES 

The patents at issue in this appeal, U.S. Patent Nos. 6,502,135 (“the ’135 

patent”), 7,490,151 (“the ’151 patent”), 7,418,504 (“the ’504 patent”), and 

7,921,211 (“the ’211 patent”), were also the subject of a related proceeding in the 

United States District Court for the Eastern District of Texas.  A first trial in 

VirnetX Inc. v. Cisco Systems, Inc., No. 6:10-cv-00417 (“the 417 Action”), resulted 

in a jury verdict and judgment that Apple appealed to this Court (No. 13-1489).  

This Court affirmed-in-part, reversed-in-part, vacated-in-part, and remanded for 

further proceedings involving the four patents.  VirnetX, Inc. v. Cisco Sys., Inc., 

767 F.3d 1308 (Fed. Cir. 2014) (Prost, C.J., joined by Chen, J.) (“VirnetX I”).  On 

remand, a subsequent trial resulted in a jury verdict and judgment that Apple again 

appealed to this Court (No. 18-1197).  A panel of this Court affirmed without 

opinion.  VirnetX Inc. v. Cisco Sys., Inc., __ F. App’x __, 2019 WL 190518 (Fed. 

Cir. Jan. 15, 2019) (Prost, C.J., Moore & Reyna, JJ.) (per curiam). 

Each asserted claim of the four patents at issue in this appeal has been 

declared unpatentable in at least one Patent and Trademark Office (“PTO”) 

proceeding, beginning with proceedings filed by Apple and Cisco Systems, Inc. in 

2011: 
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Patent Date filed Type of 
Proceeding 

PTO  
Docket No. 

Date of PTO  
Final Decision 

’504 Oct. 18, 2011 Reexamination 95/001,788 Sept. 12, 2016 
’211 Oct. 18, 2011 Reexamination 95/001,789 Sept. 12, 2016 
’211 Dec. 12, 2011 Reexamination 95/001,856 Sept. 12, 2016 
’504 Dec. 13, 2011 Reexamination 95/001,851 Sept. 18, 2017 
’135 April 14, 2015 IPR IPR2015-01046 Sept. 9, 2016 
’151 April 14, 2015 IPR IPR2015-01047 Sept. 9, 2016 
’504 Feb. 29, 2016 IPR IPR2016-00693 July 24, 2017 
’211 April 27, 2016 IPR IPR2016-00957 July 24, 2017 

As of the filing of this brief, appeals of all these proceedings were pending 

before this Court:  

Patent PTO  
Docket No. 

Federal Circuit 
Docket No. 

Date of Federal  
Circuit Docketing 

’135 IPR2015-01046 17-1368 December 16, 2016 
’151 IPR2015-01047 17-1383 December 20, 2016 
’504 95/001,788 17-1591 February 7, 2017 
’211 95/001,789 17-1592 February 7, 2017 
’211 95/001,856 17-1593 February 7, 2017 
’504 IPR2016-00693 17-2593 September 25, 2017 
’211 IPR2016-00957 17-2594 September 25, 2017 
’504 95/001,851 18-1751 March 30, 2018 

A panel of this Court (Prost, C.J., Moore & Reyna, JJ.) heard oral argument 

in VirnetX Inc. v. The Mangrove Partners Master Fund, Ltd., et al., Nos. 17-1368, 

-1383, and VirnetX Inc. v. Apple Inc., et al., Nos. 17-1591, -1592, and -1593 on 

January 8, 2019.  VirnetX Inc. v. Cisco Systems, Inc., No. 18-1751, is fully briefed 

and awaiting an argument date.  Meanwhile, the Court has stayed briefing in 

VirnetX Inc. v. Black Swamp IP, LLC, Nos. 17-2593 and -2594, pending resolution 

of Appeal Nos. 17-1591, -1592, -1593. 
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Additional inter partes reexaminations filed by Apple and Cisco pertaining 

to the patents at issue in this appeal are still pending before the PTO.  See 

Reexamination Nos. 95/001,679 (’135 patent), 95/001,682 (’135 patent), 

95/001,697 (’151 patent), and 95/001,714 (’151 patent). 

This Court has also decided numerous appeals regarding closely related 

VirnetX patents that have nearly identical specifications as the patents-in-suit, in 

each case affirming the Patent Trial and Appeal Board’s (“the Board’s”) findings 

that all challenged claims are unpatentable.  See VirnetX Inc. v. Apple Inc., Nos. 

17-2490, -2494, 909 F.3d 1375 (Fed. Cir. 2018) (O’Malley, J., joined by Newman 

& Chen, JJ.) (U.S. Patent No. 8,504,696); VirnetX Inc. v. Apple Inc., Nos. 17-1131, 

-1132, -1186, -1274, -1275, -1276, -1291, 715 F. App’x 1024 (Fed. Cir. 2018) (per 

curiam) (Newman, Mayer, & Lourie, JJ.) (U.S. Patent Nos. 8,868,705, 8,850,009, 

8,458,341, 8,516,131, and 8,560,705); VirnetX Inc. v. Apple Inc., Nos. 16-

1211, -1213, -1279, -1281, 671 F. App’x 786 (Fed. Cir. 2016) (O’Malley, J., joined 

by Mayer & Wallach, JJ.) (U.S. Patent Nos. 7,188,180 and 7,987,274); VirnetX 

Inc. v. Apple Inc., No. 16-1480, 671 F. App’x 789 (Fed. Cir. 2016) (O’Malley, J., 

joined by Mayer & Wallach, JJ.) (U.S. Patent No. 8,051,181); VirnetX Inc. v. 

Apple Inc., Nos. 15-1934, -1935, 665 F. App’x 880 (Fed. Cir. 2016) (Wallach, J., 

joined by Mayer, J.; dissent by O’Malley, J.) (U.S. Patent No. 8,504,697). 
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JURISDICTIONAL STATEMENT 

The district court had jurisdiction under 28 U.S.C. § 1338(a) and entered 

final judgment.  Appx119.  Apple timely appealed.  Appx16324-16325.  This 

Court has jurisdiction under 28 U.S.C. § 1295(a)(1). 

INTRODUCTION 

After VirnetX accused prior versions of two Apple features of infringement, 

Apple redesigned them to avoid VirnetX’s patents.  VirnetX then pivoted to claim 

construction and infringement theories that are unsupported by, and indeed 

inconsistent with, the patents and the evidence.  The district court nonetheless 

allowed VirnetX to parlay its improper theories into a judgment of nearly $600 

million, while preventing Apple from fairly presenting its defenses to the jury. 

For instance, Apple redesigned VPN On Demand so that it no longer 

“automatically initiates” a VPN in response to a determination that the requested 

server is secure.  VirnetX responded by shifting its sights to a narrow, specific 

implementation using an optional probe—a configuration that it did not show has 

ever been used in the United States.  And even in that implementation, whether a 

VPN is created hinges on the requesting device’s location—which VirnetX 

previously recognized does not satisfy the claims.  Despite this, the district court 

allowed VirnetX to demand—and the jury to award—damages on every Apple 
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device running redesigned VPN On Demand, even though VirnetX conceded that 

most implementations did not infringe. 

Apple also redesigned FaceTime such that it no longer returns an IP address, 

which was required by the construction of “domain name service” (“DNS”) that 

Judge Davis entered years ago.  VirnetX dodged again, asking a new judge (Judge 

Schroeder) to rule that the claimed “DNS system” need not include a “DNS,” 

contrary to the claims’ and patents’ obvious meaning.  The district court not only 

obliged, but also instructed the jury about this point unnecessarily and 

prejudicially.  VirnetX further argued that the required “indication” of support for a 

“direct” communication between devices could be met by a message that remains 

the same whether the resulting communication is direct or indirect—an expansion 

of the claims that the district court again erroneously accepted. 

There were other problems with this trial as well.  The district court 

erroneously invoked issue preclusion to forbid Apple from presenting invalidity 

issues never previously adjudicated.  And it refused to enter judgment of 

non-infringement regarding an accused feature (iMessage) on which VirnetX 

offered no evidence. 

Finally, in separate proceedings brought by Apple, Cisco, and others 

beginning in 2011, the PTO has held several times over that every asserted claim 

of every patent-in-suit is unpatentable.  If this Court affirms those unpatentability 
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determinations and/or reverses the infringement findings for some or all of the four 

patents-in-suit, the nearly $600 million judgment should be vacated and remanded 

for a determination of damages on any remaining patents and infringement 

findings. 

STATEMENT OF ISSUES 

1. Whether the infringement judgment for the ’135 and ’151 patents 

should be reversed or vacated because:  (a) redesigned VPN On Demand does not 

“automatically initiate” a VPN based on a determination that the DNS request is 

for a secure server, as the claims require; and (b) VirnetX failed to prove any act of 

direct infringement through configuration and use of the optional HTTPS probe, or 

that Apple induced such action. 

2. Whether the infringement judgment for the ’504 and ’211 patents 

should be reversed or vacated because:  (a) the district court incorrectly instructed 

the jury that the claimed “DNS system” does not include a “DNS” as the court 

construed it, and the correct construction forecloses infringement; and 

(b) redesigned FaceTime’s servers do not provide an “indication” that the system 

supports establishing a direct communication link, as the claims require. 

3. Whether the district court erred in concluding that issue preclusion 

barred Apple from raising its invalidity defenses and counterclaims that were not 

actually litigated in the prior case. 
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4. Whether the district court erred in refusing to enter judgment of 

non-infringement on Apple’s counterclaim regarding iMessage, where VirnetX 

presented no evidence regarding iMessage at trial. 

5. Whether the judgment should be vacated if this Court affirms the 

PTO’s determinations that the asserted claims of some or all patents-in-suit are 

unpatentable. 

STATEMENT OF CASE 

A. Background Regarding VPN On Demand 

1. VirnetX’s ’135 and ’151 patents 

Every computer on the Internet is typically identified by a unique Internet 

Protocol (“IP”) address (e.g., 123.45.678.9).  VirnetX Inc. v. Apple Inc., 665 F. 

App’x 880, 882 (Fed. Cir. 2016).  IP addresses are often associated with domain 

names (e.g., www.apple.com).  Id.  When one computer seeks to communicate 

with another, it sends a DNS request to a domain name server, requesting the IP 

address that corresponds to the domain name.  Id.; Appx320-321(36:61-37:6).  The 

domain name server looks up the IP address corresponding to the requested 

domain name and returns it to the requesting computer.  Appx320-321(36:64-

37:10). 

The common specification of the ’135 and ’151 patents describes systems 

and methods for “automatic[ally] creati[ng]” a “virtual private network (VPN) in 
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response to a domain name server look-up function.”  Appx320(36:57-59).  When 

a user sends a DNS request as in conventional Internet communications, a DNS 

proxy “intercepts all DNS lookup functions” and “determines whether access to a 

secure site has been requested” by, for example, referencing “an internal table of 

such sites.”  Appx321(37:60-66); Appx296(Fig. 26); see VirnetX I, 767 F.3d at 

1315. 

If “access to a secure site has been requested,” a VPN is automatically 

initiated between the requesting computer and the secure site.  Appx321(37:60-

38:2, 38:59-62); Appx322(39:10-19).  However, if the DNS request is for “a 

non-secure web site,” the DNS proxy “merely pass[es]” the DNS request to a 

“conventional DNS server … , which would be handled in a conventional manner, 

returning the IP address of [the] non-secure web site.”  Appx321(38:12-16); see 

Appx297(Fig. 27); VirnetX I, 767 F.3d at 1315. 

VirnetX asserted claims 1 and 7 of the ’135 patent and claim 13 of the ’151 

patent.  Appx2755.  Claim 1 of the ’135 patent, from which claim 7 depends, 

reads: 

1.  A method of transparently creating a virtual private network 
(VPN) between a client computer and a target computer, comprising 
the steps of: 

(1) generating from the client computer a Domain Name 
Service (DNS) request that requests an IP address 
corresponding to a domain name associated with the target 
computer; 
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always be established if the requested domain name was in the configuration file, 

regardless of whether the requesting device was located inside or outside the 

requested site’s firewall.  Appx2203-2204; Appx1450-1451; Appx1463-1464; 

Appx1514-1515. 

By contrast, as the district court here recognized, the “If Needed” mode was 

“location-based.”  Appx78.  In deciding whether to initiate a VPN, the “If Needed” 

mode performed an added “location check” to determine whether the requesting 

device was located inside or outside the requested site’s firewall.  Appx2201; 

Appx2205-2207.  The “If Needed” mode initiated a VPN if the domain name was 

listed in the configuration file and the requesting device was outside the firewall.  

Appx2206-2207.  But if the requesting device was inside the firewall, the “If 

Needed” mode did not create a VPN—even if the requested domain name was 

listed in the configuration file.  Id.; see Appx2201. 

In VirnetX I, VirnetX alleged that the “Always” mode “determined whether” 

the user was requesting access to a secure site by checking the requested domain 

name against the configuration file, which was “designed and intended to be used 

only for accessing secure private networks.”  767 F.3d at 1320.  This Court agreed, 

concluding that the “Always” mode was “consistent with how the claimed 

functionality is described in the specification,” which explains that “the proxy 
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separate probe server to determine whether the requesting device is inside or 

outside the firewall.  Appx2220-2222; Appx1439. 

If the optional probe determines that the requesting device is outside the 

secure site’s firewall (because the test message fails to reach the probe server), the 

“If Needed” mode initiates a VPN.  Appx2220-2221; Appx2344-2345; Appx1439-

1441.  But if the probe determines that the requesting device is inside the firewall 

(because the test message succeeds), the “If Needed” mode does not initiate a 

VPN.  Appx2221-2222; Appx2345.  Thus, as in original VPN On Demand, the “If 

Needed” mode in redesigned VPN On Demand “uses only the location of [the] 

device and whether it’s outside the firewall” to decide whether to initiate a VPN, 

even when the requested domain name is listed in the configuration file.  

Appx2224; see Appx2253-2254; Appx2345-2347; Appx1444-1448; Appx1460-

1462; Appx1515-1517. 

B. Background Regarding FaceTime 

1. VirnetX’s ’504 and ’211 patents 

The common specification of the ’504 and ’211 patents discloses methods 

and systems for “establishing a secure communication link between a first 

computer and a second computer over a computer network, such as the Internet.”  

Appx237(6:40-43); see Appx259(49:4-6); VirnetX I, 767 F.3d at 1314.  The 
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described system is “built on top of the existing Internet protocol (IP).”  

Appx237(6:21-24); see Appx238(7:41-45); Appx261(53:18-23). 

According to the specification, a DNS request is first sent to the domain 

name server as in conventional Internet communications.  Appx259(49:21-25).  

The domain name server, which contains a “database of secure domain names and 

corresponding secure network addresses” (Appx260(51:11-15)), returns the 

requested server’s IP address, allowing the web page associated with the requested 

domain name to be displayed “in a well-known manner” (Appx259-260(49:32-36, 

51:43-46)).  In one embodiment, the web page also displays “a hyperlink, or an 

icon representing a hyperlink” (e.g., “‘go secure’ hyperlink”), indicating that the 

system supports establishing a secure communication link with the server 

corresponding to the requested domain name.  Appx259-261(49:36-44, 51:62-67, 

52:9-14); see Appx230-231(Figs. 33-34). 

VirnetX asserted claims 1, 2, 5, and 27 of the ’504 patent and claims 36, 47, 

and 51 of the ’211 patent.  Appx2755.  Claim 1 of the ’504 patent is representative: 

1.  A system for providing a domain name service for establishing 
a secure communication link, the system comprising: 

a domain name service system configured to be connected to a 
communication network, to store a plurality of domain names 
and corresponding network addresses, to receive a query for a 
network address, and to comprise an indication that the 
domain name service system supports establishing a secure 
communication link. 
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Appx262(55:49-56).  The district court construed “domain name service” as “a 

lookup service that returns an IP address for a requested domain name to the 

requester.”  Appx22214; Appx15064; Appx15066. 

The district court interpreted the “indication” limitation to mean “an 

indication other than merely returning of requested DNS records, such as an IP 

address or key certificate, that the domain name service system supports 

establishing a secure communication link.”  Appx15049-15051; see Appx15051-

15052 (similar construction for “indicate” limitation in ’211 patent).  This Court 

previously construed “secure communication link” as “a direct communication link 

that provides data security and anonymity.”  VirnetX I, 767 F.3d at 1317-1319. 

2. FaceTime 

FaceTime is a video-calling application for Apple’s iPhones, iPads, iPod 

touches, and Mac computers.  Appx2107.  In 2012, a jury found that an earlier 

version of FaceTime (“original FaceTime”) infringed the ’504 and ’211 patents.  

Appx1315.  Apple modified FaceTime in 2013 to remove the functionality found 

to infringe (“redesigned FaceTime”). 

a. Original FaceTime 

A caller initiates a FaceTime call by selecting the intended recipient’s phone 

number or email address.  Appx2112; Appx2295-2296.  The caller’s device then 

sends an “Initiate” message to Apple’s FaceTime server.  Appx2112; Appx2296.  
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The FaceTime server responds by sending an “Initiate Push” message to the 

receiving device, which causes the receiving device to ring.  Appx2112; 

Appx2296.  When the recipient accepts the incoming call, the receiving device 

sends an “Accept” message to the FaceTime server, as shown below.  Appx2112-

2113; Appx2296. 

 

Appx5140. 

After receiving the “Accept” message, the FaceTime server sends a fourth 

message—the “Accept Push” message—to the caller’s device.  Appx2113; 

Appx2296; see Appx1361-1362; Appx1410-1411.  In original FaceTime, the 

Accept Push message included the receiving device’s IP address, which the caller’s 

device could use to establish a direct connection with the receiving device.  

Appx2113; Appx2297-2298.  After the FaceTime server transmits the Accept Push 
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message, its role in establishing a call comes to an end, and the two 

communicating devices exchange audio/video information over the Internet 

without passing through the FaceTime server.  Appx2296; VirnetX I, 767 F.3d at 

1314. 

b. Redesigned FaceTime 

In April 2013, Apple modified its FaceTime servers by “zero[ing] out” or 

removing the receiving device’s IP address from the Accept Push message.  

Appx1422; Appx2115-2116; Appx2297-2298.  The Accept Push message instead 

contained the IP address of a “relay” server.  Appx1425; Appx1502-1503; 

Appx2133.  With that modification, all FaceTime calls were routed “indirectly” 

through a relay server.  Appx2115-2117; Appx2298-2299.  VirnetX agreed this 

redesign did not infringe.  See Appx1417(Jones) (relay connection is not “direct” 

and therefore is non-infringing); Appx1423(Jones) (modified Accept Push message 

was not claimed “indication”). 

In September 2013, Apple released a software update for the operating 

systems on its mobile devices (iOS version 7) and Mac computers (OS X version 

10.9).  Appx1313; Appx1420; Appx2108.  That software update provided a way 

(called “the ICE protocol”) for the two communicating devices themselves to 

establish a non-relayed connection after the Accept Push message is sent by the 

FaceTime servers and received by the caller’s device.  Appx2319; Appx2325-



 

- 18 - 

2326.  VirnetX’s infringement accusations in this case are directed to the 

September 2013 version of FaceTime.  Appx1315. 

C. Litigation History 

1. First trial and appeal in 417 Action 

VirnetX initially sued Apple in August 2010 (“the 417 Action”), alleging 

infringement by original VPN On Demand and original FaceTime.  Appx1.  In 

November 2012, a jury found all four asserted patents infringed and not invalid as 

anticipated by the single prior-art reference presented at trial (“Kiuchi”), and 

awarded $368 million.  Appx2. 

This Court affirmed that original VPN On Demand infringed the ’135 and 

’151 patents and that the asserted claims were not invalid as anticipated by Kiuchi, 

but vacated the original FaceTime infringement judgment.  VirnetX I, 767 F.3d at 

1313-1314, 1320-1324.  The Court ruled that the claimed “secure communication 

link” in the ’504 and ’211 patents requires “anonymity,” and remanded to 

determine whether FaceTime provided anonymity.  Id. at 1317-1319.  The Court 

also vacated the damages award, because VirnetX’s expert Roy Weinstein failed 

“to apportion the royalty down to a reasonable estimate of the value of its claimed 

technology.”  Id. at 1329. 
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2. Consolidated trial in 417 and 855 Actions 

On the same day the verdict was announced in the 417 Action, VirnetX filed 

this suit (“the 855 Action”) asserting the same four patents against the redesigned 

versions of VPN On Demand and FaceTime, as well as a separate application 

called iMessage.  Appx2; Appx66. 

In the new 855 Action, Apple sought to challenge the patents’ validity on 

grounds not adjudicated in the 417 Action.  The district court recognized that claim 

preclusion did not prevent Apple from doing so, because Apple’s redesigned 

products were not “essentially the same” as the original accused products.  Appx5.  

However, the court barred Apple’s invalidity defenses and counterclaims based on 

issue preclusion.  Appx5-9.  The court reasoned that “patent invalidity is a single 

‘issue’ for preclusion purposes” and that—because Apple raised and lost on one 

invalidity ground (anticipation by Kiuchi) in the 417 Action—it was barred from 

raising any invalidity ground in the 855 Action.  Appx6-7. 

The district court consolidated the 417 and 855 Actions over Apple’s 

objection.  Appx67.  In February 2016, the jury in the consolidated trial found 

infringement by redesigned VPN On Demand, original and redesigned FaceTime, 

and iMessage.  Appx15620-15621.  That jury awarded $625 million in damages.  

Appx15619-15622. 
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The district court granted Apple a new trial, explaining that the 

consolidation and VirnetX’s repeated statements about the prior verdict had 

created “the potential for juror confusion and unfairly prejudiced Apple’s right to a 

fair trial.”  Appx15625.  The court accordingly deconsolidated the 417 and 855 

Actions for separate trials.  Appx15639. 

3. Retrial and second appeal in 417 Action 

The third trial in the 417 Action took place in September 2016.  The sole 

infringement issue was whether original FaceTime provided “anonymity.”  

Appx22404.  VirnetX again presented its damages case through Mr. Weinstein, 

who urged the jury to award $1.20 per unit—a rate he derived from six VirnetX 

license agreements entered to settle litigation.  Appx1811-1812; Appx1868. 

The jury found that original FaceTime infringed, and awarded $302 million 

for infringement of all four patents by original VPN On Demand and original 

FaceTime.  Appx68.  The district court denied Apple’s post-trial motions, and 

awarded VirnetX $137 million in enhanced damages, prejudgment interest, 

attorney’s fees, and costs.  Appx22453-22456.  In January 2019, a panel of this 

Court summarily affirmed the $439 million judgment.  VirnetX Inc. v. Cisco Sys., 

Inc., No. 2018-1197, 2019 WL 190518 (Fed. Cir. Jan. 15, 2019) (per curiam). 
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4. Retrial in 855 Action 

The second trial in the 855 Action, from which this appeal arises, was held 

in April 2018. 

Redesigned VPN On Demand.  Although VirnetX conceded that original 

VPN On Demand’s “If Needed” mode did not infringe (Appx1331-1332), VirnetX 

contended that redesigned VPN On Demand’s “If Needed” mode, when operated 

with the optional HTTPS probe, performed the claimed steps of “determining 

whether” a DNS request corresponds to a secure server and “automatically 

initiating” a VPN in response to that determination.  Appx1432-1434.  Yet 

VirnetX’s expert Mark Jones, Apple’s engineer Simon Patience, and Apple’s 

expert Matthew Blaze all testified that the “If Needed” mode may or may not 

initiate a VPN when the requested domain name is listed in the configuration file—

and thus corresponds to a secure server as this Court held in VirnetX I, 767 F.3d at 

1320.  E.g., Appx1447-1448(Jones).  Instead, the ultimate decision to initiate a 

VPN is location-based:  the “If Needed” mode initiates a VPN only if it 

determines the requesting device is located outside the secure server’s firewall.  

Appx1440-1441, Appx1447-1448(Jones); Appx2220-2224(Patience); Appx2344-

2345(Blaze). 
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VirnetX offered no evidence that Apple or any of its customers actually used 

the narrow, accused implementation of redesigned VPN On Demand in the United 

States (by configuring the optional probe), or that Apple induced any such use. 

Redesigned FaceTime—“DNS System.”  Earlier in the 855 Action, Apple 

had moved to exclude Dr. Jones’s infringement opinion for the ’504 and ’211 

patents because his report concededly did not address how redesigned FaceTime 

satisfied the court’s construction of “DNS,” which requires return of an IP address.  

Appx15147-15149; Appx15539-15540; see Appx15607(146:23-147:7); 

Appx15217-15218 & n.8.  The district court denied Apple’s motion, stating that 

“[a]lthough Apple presents valid criticisms of Dr. Jones’s opinions, they go to the 

weight of the evidence rather than admissibility.”  Appx13. 

Shortly before the 2018 trial, the district court—at VirnetX’s urging—ruled 

that the construction of “DNS” did not apply to the claimed “DNS system.”  

Appx19.  Because Apple’s non-infringement defense regarding this limitation 

turned on the fact that redesigned FaceTime does not return an IP address (and thus 

does not use a “DNS” as construed), that order meant that Apple could not present 

a non-infringement defense or cross-examine Dr. Jones based on the term “DNS 

system.”  Nevertheless, VirnetX convinced the court to instruct the jury, over 

Apple’s objections (Appx2638-2648, Appx2746-2747), that “‘[DNS] system’ … 
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does not incorporate or include the [c]ourt’s construction for the term ‘[DNS].’”  

Appx2758. 

Redesigned FaceTime—“Indication.”  VirnetX contended that the Accept 

Push message sent by the FaceTime server to the caller’s device was the claimed 

“indication,” even though Apple had removed the receiving device’s IP address 

from that message—a change Dr. Jones previously conceded was non-infringing.  

Appx1422-1424.  At trial, Dr. Jones was unable to explain how the Accept Push 

message “indicates” that the accused FaceTime servers support establishing a 

direct communication link.  See Appx1362; Appx1376-1378.  Meanwhile, Dr. 

Blaze explained that nothing in the Accept Push message provides such an 

“indication.”  Appx2328-2329. 

iMessage.  Despite maintaining throughout the 855 Action that Apple’s 

iMessage feature also infringed the ’504 and ’211 patents, VirnetX presented no 

evidence relating to iMessage at trial.  Appx89. 

Damages.  Mr. Weinstein again calculated a $1.20 per-unit rate, as in the 

417 Action.  He arrived at that rate based on six VirnetX license agreements that 

had been entered to settle litigation.  Appx1897.  Although each license covered 

many more patents than the four asserted here and was negotiated as either a lump 

sum or a percentage of the entire market value of the covered products, Mr. 
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Weinstein derived a per-unit rate for each license by dividing the royalties paid by 

the number of products sold or expected to be sold.  Appx1809; Appx1812. 

Licensee Royalties Paid Number of 
Unit Sales 

Per-Unit 
Royalty Rate 

Microsoft $200,000,000  $0.19 
Avaya   $0.34 
Siemens   $1.21 
Mitel   $1.43 
Aastra   $1.80 
NEC   $2.26 

 
Appx5155. 

Despite the wide variation in total royalties, unit sales, and per-unit rates, 

Mr. Weinstein gave all licenses equal weight by taking the simple average of their 

implied per-unit rates, producing a per-unit rate of $1.20.  Appx1809; Appx1812; 

Appx1852.  Applying $1.20 to 419 million accused Apple units, Mr. Weinstein 

calculated a royalty of $502 million.  Appx1855-1856; Appx5183. 

Verdict.  The jury found that redesigned VPN On Demand and redesigned 

FaceTime infringed, and awarded the $502 million that Mr. Weinstein proposed.  

Appx50-52. 

5. Post-trial rulings in 855 Action 

The district court denied Apple’s JMOL and new trial motions.  Appx71-

102. 

CONFIDENTIAL MATERIAL FILED UNDER SEAL REDACTED
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Redesigned VPN On Demand.  For the ’135 and ’151 patents, the district 

court concluded that “the fact that the HTTPS probe is location-based is not fatal to 

VirnetX’s claims.”  Appx82.  The court also believed there was sufficient evidence 

that Apple or “some subset of [its] customers” directly infringed by using 

redesigned VPN On Demand in the accused configuration (with the optional 

probe).  Appx85-88.  The court further concluded there was sufficient evidence for 

the jury to infer that Apple induced some customers to infringe, although it could 

not say how many or which ones.  Appx90-91. 

Redesigned FaceTime.  For the ’504 and ’211 patents, the district court 

concluded there was substantial evidence that redesigned FaceTime’s “Accept 

Push” message provided the claimed “indication” that the DNS system supports 

establishing a “direct” communication link.  Appx71-76.  According to the court, 

“[t]hat the accept push message can also be used to establish a relayed [i.e., 

indirect] FaceTime call does not change the result because ‘[t]he addition of 

features does not avoid infringement[.]’”  Appx75-76 (citation omitted). 

Separately, the court “decline[d] to rule on” Apple’s argument that 

redesigned FaceTime does not provide the required “anonymity,” explaining that 

the same issue was resolved in VirnetX’s favor during the 417 Action and thus 

“issue preclusion attaches.”  Appx76. 
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“DNS System.”  The court also denied Apple’s motions for JMOL or a new 

trial based on the “DNS system” limitation, stating that it would not reconsider 

claim construction rulings and that its jury instruction that the claimed “DNS 

system” did not include a “DNS” did not prejudice Apple.  Appx76-77; Appx98-

99. 

iMessage.  The district court denied Apple’s request for JMOL as to 

iMessage.  Appx89.  Although neither VirnetX’s infringement claim nor Apple’s 

non-infringement counterclaim had been dismissed, and VirnetX had asserted that 

iMessage infringed “up to the time of trial,” the court concluded there was no 

active case or controversy because iMessage was “not presented for consideration 

to the jury.”  Id. 

Damages.  The district court largely reiterated its prior damages rulings.  

Appx91; see Appx14 (Daubert ruling noting Apple’s “valid criticisms of Mr. 

Weinstein’s opinions,” but saying they go to weight of the evidence rather than 

admissibility).  The court held that apportionment of the six VirnetX licenses on 

which Mr. Weinstein relied “[wa]s not necessary,” because it believed the licenses’ 

rates were already apportioned.  Appx93.  Nor was the court troubled “that Mr. 

Weinstein could not describe how the apportionment ‘was done,’” as that gap went 

only to Mr. Weinstein’s “credibility” and “d[id] not render his opinion unreliable.”  

Id.  As for Mr. Weinstein’s failure to account for the differences between the 





 

- 28 - 

VirnetX also failed to prove direct or induced infringement of the ’135 and 

’151 patents.  Because VirnetX accused only a narrow implementation of 

redesigned VPN On Demand—the “If Needed” mode with the optional HTTPS 

probe configured—it was required to prove actual infringing use of that 

implementation.  Yet VirnetX adduced no non-speculative evidence that Apple or 

its customers used, or that Apple induced its customers to use, redesigned VPN On 

Demand in that configuration in the United States.  And even if isolated uses could 

be inferred, they cannot support the full scope of the damages award—which 

treated as infringing every iPhone, iPad, and iPod touch running iOS version 7 or 

later. 

2. The infringement judgment for the ’504 and ’211 patents cannot stand 

either.  Apple redesigned FaceTime so that its servers do not “return[] an IP 

address,” as the construction of “DNS” requires.  The district court’s ruling that the 

term “DNS system” does not include a “DNS” makes no sense as a matter of claim 

construction and is contrary to how the parties litigated the case.  Once that legal 

error is corrected, redesigned FaceTime undisputedly does not infringe. 

Separate from the claim construction issue, redesigned FaceTime still cannot 

infringe because the Accept Push message does not “indicat[e]” that FaceTime’s 

servers support a direct communication link, as the claim construction requires.  

VirnetX’s expert conceded that the Accept Push message in the April 2013 
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redesign “would not satisfy [the] requirements of the claims to be an indication of 

support.”  Appx1423.  The Accept Push message in the September 2013 redesign 

fails to provide the claimed “indication” for the same reasons. 

3. The district court erred by barring Apple’s invalidity defenses and 

counterclaims.  Issue preclusion does not apply, because Apple’s invalidity 

challenges in this case are not “identical” to the single invalidity issue actually 

litigated in the 417 Action (anticipation by Kiuchi under 35 U.S.C. § 102).  This 

Court’s intervening ruling in Voter Verified, Inc. v. Election Systems & Software 

LLC, 887 F.3d 1376, 1382-1383 (Fed. Cir. 2018), confirms that the district court’s 

application of issue preclusion—which treated all invalidity theories as a single 

“issue”—was legal error.  At a minimum, the case should be remanded so that 

Apple may present its different invalidity theories under 35 U.S.C. § 103. 

4. The district court erred in refusing to enter judgment that iMessage 

does not infringe the ’504 and ’211 patents.  The court plainly had jurisdiction to 

decide the issue:  neither VirnetX’s infringement claim nor Apple’s 

non-infringement counterclaim had been dismissed, both parties identified 

iMessage in the governing pretrial order, and VirnetX refused to stipulate to 

dismissal with prejudice or provide Apple with a covenant not to sue.  Thus, after 

years of litigating iMessage, there remained a genuine dispute of sufficient 

immediacy to allow the court to resolve it.  Because VirnetX presented no 
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iMessage evidence at trial, Apple is entitled to judgment that iMessage does not 

infringe. 

5. The PTO has found each asserted claim of the four patents-in-suit 

unpatentable in inter partes review and reexamination proceedings.  If this Court 

affirms those unpatentability determinations and/or reverses the infringement 

findings for some or all patents-in-suit, the district court’s judgment should be 

vacated and remanded for further proceedings (if necessary) to determine the 

applicable damages (if any) for the patents and infringement findings that remain. 

* * * 

Apple also preserves the following arguments, which a panel of this Court 

summarily decided in VirnetX’s favor in the 417 Action: 

Redesigned FaceTime’s servers do not provide “anonymity” for the same 

reasons that original FaceTime’s servers do not, which is an additional basis for 

reversing the infringement judgment for the ’504 and ’211 patents. 

The damages judgment should be reversed, or vacated and remanded for a 

new trial.  As in the 417 Action, Mr. Weinstein’s testimony should have been 

excluded because he did not apportion his demand to the value of the claimed 

invention in Apple’s products, he failed to account for the differences between 

VirnetX’s settlement licenses and the hypothetical license, and his $1.20 per-unit 
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royalty rate was arbitrary.  Additionally, the district court abused its discretion by 

awarding $93 million in prejudgment interest. 

STANDARD OF REVIEW 

This Court reviews JMOL, new trial, and evidentiary rulings under regional 

circuit law.  Verizon Servs. Corp. v. Cox Fibernet Va., Inc., 602 F.3d 1325, 1331 

(Fed. Cir. 2010).  The Fifth Circuit reviews the denial of JMOL de novo, 

determining whether the jury’s verdict is supported by substantial evidence.  

ACCO Brands, Inc. v. ABA Locks Mfr. Co., 501 F.3d 1307, 1311-1312 (Fed. Cir. 

2007).  Evidentiary rulings are reviewed for abuse of discretion.  Knight v. Kirby 

Inland Marine Inc., 482 F.3d 347, 351 (5th Cir. 2007); United States v. Lewis, 796 

F.3d 543, 545-546 (5th Cir. 2015).  An “erroneous view of the law” is 

“necessarily” an abuse of discretion.  Highmark Inc. v. Allcare Health Mgmt. Sys., 

Inc., 572 U.S. 559, 563 n.2 (2014) (internal quotation marks omitted). 

Claim construction relying only on intrinsic evidence is reviewed de novo.  

Poly-Am., L.P. v. API Indus., Inc., 839 F.3d 1131, 1135-1136 (Fed. Cir. 2016).  

Infringement is reviewed for substantial evidence.  Intellectual Ventures I LLC v. 

Motorola Mobility LLC, 870 F.3d 1320, 1331 (Fed. Cir. 2017).   

A jury’s damages award is reviewed for substantial evidence.  Lucent 

Techs., Inc. v. Gateway, Inc., 580 F.3d 1301, 1310, 1324 (Fed. Cir. 2009).  A 
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prejudgment interest award is reviewed for abuse of discretion.  Group One, Ltd. v. 

Hallmark Cards, Inc., 407 F.3d 1297, 1307 (Fed. Cir. 2005). 

The Fifth Circuit reviews de novo whether issue preclusion applies.  Wills v. 

Arizon Structures Worldwide, L.L.C., 824 F.3d 541, 545 (5th Cir. 2016). 

This Court reviews whether the district court lacked subject matter 

jurisdiction de novo, but reviews underlying factual findings for clear error.  

Hewlett-Packard Co. v. Acceleron LLC, 587 F.3d 1358, 1361 (Fed. Cir. 2009). 

Jury instructions are reviewed for abuse of discretion, but the underlying 

“legal conclusions” are reviewed de novo.  United States v. CITGO Petroleum 

Corp., 801 F.3d 477, 481 (5th Cir. 2015). 

ARGUMENT 

I. THE INFRINGEMENT JUDGMENT FOR THE ’135 AND ’151 PATENTS SHOULD 
BE REVERSED. 

A. Redesigned VPN On Demand Does Not “Automatically Initiate” 
A VPN In Response To “Determining” That A DNS Request Is 
For A Secure Server. 

Each asserted claim of the ’135 and ’151 patents requires “determining” 

whether a DNS request corresponds to a “secure server” (or “secure web site”).  

Appx180(47:27-28); Appx326(48:22-23).  If the DNS request is for a secure 

server, the claimed invention requires “automatically initiating [or creating]” a 

VPN or secure channel.  Appx180(47:29-32) (“in response to determining that the 

DNS request in step (2) is requesting access to a secure target web site, 
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automatically initiating the VPN”); Appx326(48:27-29) (“when the intercepted 

DNS request corresponds to a secure server, automatically creating a secure 

channel”). 

VirnetX conceded that redesigned VPN On Demand does not infringe when, 

as by default, the optional HTTPS probe is not enabled.  Appx1432-1433; 

Appx2714-2715.  VirnetX asserted infringement only in the “If Needed” mode 

with the probe enabled.  Appx1432-1433.  But even in that optional 

implementation, the “If Needed” mode undisputedly decides whether to initiate a 

VPN based on the requesting device’s location—i.e., whether the requesting 

device is inside or outside the secure server’s firewall.  Accordingly, no reasonable 

jury could find that redesigned VPN On Demand “automatically initiates” a VPN 

in response to “determining” that the DNS request is for a secure server. 

1. The “If Needed” mode initiates a VPN based on the 
requesting device’s location, not—as the claims require—
whether the DNS request is for a secure server. 

In VirnetX I, this Court held that the claimed step of “determining whether” 

a DNS request is for a secure server was satisfied by checking the requested 

domain name against the configuration file.  767 F.3d at 1320.  And in original 

VPN On Demand, the “Always” mode automatically initiated a VPN in response 

to that determination.  Id. at 1315, 1320 (“If the entered domain name matches a 
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domain name in the configuration file, VPN On Demand … automatically 

establishes a VPN between the user’s browser and the target computer[.]”). 

In redesigned VPN On Demand, by contrast, the “If Needed” mode does not 

automatically initiate a VPN if the requested domain name appears in the 

configuration file.  VirnetX accordingly conceded that, in redesigned VPN On 

Demand, checking the configuration file alone does not infringe.  Appx2712-

2714(82:3-84:6)(Jones).  As in original VPN On Demand’s “If Needed” mode, 

which VirnetX also concedes is non-infringing (see supra p. 10), the “If Needed” 

mode in redesigned VPN On Demand performs a location check and only initiates 

a VPN if it determines that the requesting device is located outside the secure 

server’s firewall.  Appx2220-2222, Appx2224(Patience); Appx2344-2345(Blaze); 

Appx1440-1441(Jones).  Thus, even when the requested domain name appears in 

the configuration file—and is therefore a “secure server” as this Court held in 

VirnetX I, 767 F.3d at 1320—the “If Needed” mode does not initiate a VPN if the 

requesting device is inside the secure server’s firewall.  Appx2224(Patience). 

These facts were undisputed.  VirnetX’s expert Dr. Jones admitted that, 

“[e]ven if the domain name is on the list” in the configuration file, whether the “If 

Needed” mode initiates a VPN depends on the requesting device’s location: 

QUESTION: So as we just saw with the If Needed mode for 7 and 
greater, depending on where you were, you may or may not get a 
VPN.  Right?  Even if the domain name is on the list.  Right? 
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ANSWER: Yes. 

QUESTION: So it’s location dependent. Right? 

ANSWER: Effectively, yes. 

Appx1448 (internal quotation marks omitted); see Appx1447-1448(Jones) 

(agreeing that “for iOS 7, depending on where you are, you may or may not get 

VPN even if the domain name is on the list”); Appx82 (district court 

acknowledging “the HTTPS probe is location-based”). 

Dr. Jones thus conceded that users attempting to access the same secure 

server would achieve different results (VPN or no VPN) depending solely on 

whether they were inside or outside the secure server’s firewall.  Appx1446-1448; 

Appx1515-1516 (“Q.  …  VPN On Demand did not create a VPN when the [same] 

user was inside but did create a VPN when it was outside.  Right?  A.  Absolutely.  

Q.  Different results based on the different location.  Right?  A. Yes.”); Appx1516-

1517 (“Q.  And so you could have the same server with the same website, right, 

both of the people authorized by the same company to access that server, and this 

person inside will not get a VPN and this person outside will.  Right?  A.  Yes.  Q.  

And the only difference between those people is that one is inside and one’s 

outside.  That’s why you get a different result.  Right?  A. Correct.”). 

The record thus demonstrates that—even when the requested domain name 

is listed in the configuration file and thus corresponds to a secure server, see 
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VirnetX I, 767 F.3d at 1320—the “If Needed” mode does not “automatically 

initiat[e]” a VPN.  It initiates a VPN based on a separate determination that the 

requesting device is located outside the secure server’s firewall.  Accordingly, no 

reasonable jury could find that redesigned VPN On Demand “automatically 

initiat[es or creates]” a VPN in response to “determining” that a DNS request 

corresponds to a secure server. 

2. The district court’s reasons for denying JMOL are 
inconsistent with VirnetX I and unsupported by substantial 
evidence. 

The district court nonetheless concluded that “the fact that the HTTPS probe 

is location-based is not fatal to VirnetX’s claims.”  Appx82.  That is contrary to the 

claim language, the uncontroverted evidence, and this Court’s decision in VirnetX 

I. 

The asserted claims require that a VPN be automatically created when the 

DNS request is determined to correspond to a “secure server,” and this Court 

previously held—at VirnetX’s urging—that checking the configuration file by 

itself “determines whether” the DNS request corresponds to a secure server.  

VirnetX I, 767 F.3d at 1320.  But redesigned VPN On Demand does not 

automatically create a VPN based on the configuration file check or any 

determination that a secure server is requested.  Rather, after that determination is 

made, redesigned VPN On Demand consults the result of the HTTPS probe’s 
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(citing Appx1485(32:3-14)); see Appx1340-1341(86:14-87:22).  But that is beside 

the point; what matters is whether a requesting device inside the firewall would 

also require authorization to access the server, such that it should receive a VPN 

according to the patent claims (but would not receive one through redesigned VPN 

On Demand).  The record on that key issue is unequivocal:  Dr. Jones never denied 

that a requesting device inside the firewall also requires authorization to access 

the same server.  Indeed, he agreed that redesigned VPN On Demand could have 

two people “authorized by the same company to access [the same] server, and 

th[e] person inside [the private network] will not get a VPN and th[e] person 

outside will.”  Appx1516-1517.  Apple engineer Simon Patience also testified, 

without contradiction, that a server behind a firewall in a private network 

“require[s] authorization for access” no matter where the requesting device is 

located.  Appx2254(204:11-25); see Appx2346(38:8-23) (Apple’s expert Dr. Blaze 

explaining that, even if the requesting device is “internal to the company network, 

[it would] need some authorization” to access the secure server). 

The district court also tried to invoke Mr. Patience’s testimony, but it 

misstated the record.  Mr. Patience never testified that “the location of a requesting 

device can bear on whether a target server is a ‘secure server.’”  Appx82.  He 

testified that a server located behind a firewall is typically secure.  

Appx2248(198:11-17); see Appx2264(214:8-14).  But he never said that a server’s 
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security somehow turns on the “location of a requesting device.”  Likewise, the 

fact that Mr. Patience “confirmed that servers behind firewalls require 

authorization for access” (Appx82 (citing Appx2254(204:11-15)) in no way 

suggests that such servers do not “require authorization for access” if the 

requesting device is inside the firewall.  Rather, Mr. Patience explained that 

authorization is required regardless of where the requesting device is located.  

Appx2254(204:11-25) (“Q.  When the device is outside of the firewall, does it 

require authorization for access to communicate with a server within the firewall?  

A.  Yes….  Q.  And when a device is inside the firewall, would it require 

authorization to access the server in the same network?  A.  Yes….”). 

In short, none of the testimony cited by the district court—indeed, no 

testimony at all—supports a finding that the HTTPS probe’s check regarding the 

requesting device’s location determines whether the target server is secure.  The 

record was clear that it does not.  Thus, no reasonable jury could find that making 

the creation of a VPN turn on the requesting device’s location—as the accused 

implementation of redesigned VPN On Demand does—satisfies the requirement of 

“automatically initiating [or creating]” a VPN based on a determination that the 

requested server is secure. 
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B. VirnetX Failed To Prove Direct Or Induced Infringement. 

Separately, VirnetX gave the jury no non-speculative basis for finding that 

the narrow, optional implementation it accused was ever actually used in the 

United States.  Without proof of either direct infringement or inducement, the 

infringement judgment cannot stand; at least, the damages award must be sharply 

reduced so that it sweeps no further than proven acts of infringement. 

1. VirnetX did not prove direct or induced infringement of the 
’135 patent. 

Because both asserted ’135 patent claims are method claims, infringement 

depends on proof that “a person … practiced all steps of the claimed method” in 

the United States.  Lucent, 580 F.3d at 1317; see 35 U.S.C. § 271(a).  VirnetX 

admitted that redesigned VPN On Demand can be used in non-infringing ways, 

including in the default setting with the HTTPS probe disabled.  Appx1432-

1433(Jones).  VirnetX proved no instance in which anyone employed the specific 

accused implementation—the “If Needed” mode with the optional HTTPS probe 

configured—within the United States. 

The district court believed the jury could infer such use through three pieces 

of circumstantial evidence, but none advanced beyond speculation.  First, the court 

noted Dr. Jones’s assertion that Apple itself infringed “by testing VPN On 

Demand” (Appx86 (citing Appx1386(131:10-12))), but even Dr. Jones did not say 
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any such testing occurred in the United States.  The court cited no evidence 

supporting such a finding. 

Second, the district court cited an internal Apple email with a “draft of the 

VPN On Demand test plan” containing three possible “cases.”  Appx5149 (cited at 

Appx86).  The email states:  “Ideally, these options would be presented to the 

customer, and based on the response, one of the three cases would be used as a test 

plan.”  Id.  Only one of the cases (“Case 3”) mentions the optional probe that is 

essential to VirnetX’s infringement theory.  Appx5152 (“Optionally add the key 

RequiredURLStringProbe with a URL to an internal HTTPS host[.]”).  VirnetX 

offered no evidence that:  (1) this “draft” was ever finalized; (2) the final version 

still contained “Case 3”; (3) it was ever “presented” to a customer; (4) the 

customer chose “Case 3”; (5) the customer chose to “[o]ptionally add” the probe; 

(6) such a test plan was actually carried out; and (7) it was performed in the United 

States.  It would have been pure speculation for the jury to infer that any of those 

steps occurred, yet all seven were required to prove direct infringement under 

VirnetX’s theory.  While a jury may make reasonable inferences based on 

evidence, it may not make unsupported leaps where the party with the burden of 

proof merely raises a bare possibility that something could have happened.  See 

E-Pass Techs., Inc. v. 3Com Corp., 473 F.3d 1213, 1222 (Fed. Cir. 2007) 

(affirming summary judgment of non-infringement because evidence of “proposed 
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is undisputed that redesigned VPN On Demand software as sold on Apple’s 

accused devices does not perform the claimed steps, because the optional HTTPS 

probe is disabled by default and cannot be turned on without special configuration.  

Appx2218; Appx1432. 

The district court waved off this fact by misinterpreting claim 13 as “drawn 

to structure that has a specified capability.”  Appx87.  That was incorrect for two 

reasons.  First, the claim does not recite mere capability; it requires that execution 

of the computer readable instructions actually “cause a data processing device” to 

perform the claimed steps, including “automatically creating a secure channel 

between the client and the secure server.”  Appx326(48:28-29).  The specification 

likewise describes not mere capability, but performance of the recited functions:  

for example, the claimed invention “automatically sets up a [VPN].”  

Appx321(37:36-38); see Typhoon Touch Techs., Inc. v. Dell, Inc., 659 F.3d 1376, 

1381 (Fed. Cir. 2011) (similar claim and specification language “requires that the 

memory is actually programmed or configured” to perform claimed function).  

Where, as here, claim language does not “specif[y] that the claim is drawn to 

capability,” the possibility that a product is “reasonably capable of being put into 

the claimed configuration is insufficient for … infringement.”  Ball Aerosol & 

Specialty Container, Inc. v. Limited Brands, Inc., 555 F.3d 984, 994-995 (Fed. Cir. 

2009); see Fujitsu Ltd. v. Netgear Inc., 620 F.3d 1321, 1329 (Fed. Cir. 2010) 
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mean “a lookup service that returns an IP address for a requested domain name to 

the requester.”  Appx22214; Appx15064; Appx15066.  But after Apple redesigned 

FaceTime to avoid that limitation (and the “indication” limitation, see infra pp. 51-

55), VirnetX convinced the district court to instruct the jury—for the first time at 

the fourth trial—that the claimed “‘[DNS] system’ … does not incorporate or 

include the [c]ourt’s construction for the term ‘[DNS].’”  Appx2758.  That 

instruction was erroneous and prejudicial to Apple, and requires reversal or at least 

a new trial. 

1. The district court’s claim construction instruction was 
erroneous. 

The claimed “DNS system” naturally includes the limitations of the claimed 

“DNS.”  That is the ordinary meaning of the claim language, which uses identical 

words—“domain name service”—in both terms.  The district court improperly 

stripped “DNS system” of its full meaning.  See, e.g., Phonometrics, Inc. v. 

Northern Telecom Inc., 133 F.3d 1459, 1465 (Fed. Cir. 1998) (“A word or phrase 

used consistently throughout a claim should be interpreted consistently.”). 

VirnetX itself previously acknowledged that the term “DNS system” 

includes the claimed “DNS.”  During claim construction proceedings before the 

prior district judge (Judge Davis), VirnetX proposed that “DNS system” required 

no construction or, alternatively, should be interpreted as “a computer system that 

includes a [DNS].”  Appx20024; see Appx21108; Appx21231-21232; Appx22166; 
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Appx22183; Appx22218.  VirnetX even said that “[t]his alternative, proposed 

construction is a straightforward adaptation of the [c]ourt’s prior construction of 

‘[DNS].’”  Appx20024.  Apple likewise proposed that the “DNS system” included 

a DNS.  Appx21303-21304. 

The parties’ claim construction dispute instead focused on a different issue, 

namely whether the “DNS system” must also be “capable of differentiating 

between, and responding to, both standard and secure top-level domain names,” as 

Apple urged.  Appx21303-21304; see Appx22218.  Judge Davis rejected Apple’s 

proposal and concluded that “DNS system” “d[id] not require construction.”  

Appx22219; see Appx22364 n.3 (Judge Davis stating that he “did not construe 

‘[DNS] system’ because the claim language itself provide[s] a description of the 

term, i.e. that it must ‘comprise an indication that [it] supports establishing a secure 

communication link’”). 

Thus, although Judge Davis construed “DNS” and “DNS system” as 

“separate terms with different constructions” (Appx19), that was to address the 

additional limitation proposed by Apple.  Judge Davis’s claim construction order 

did not—and could not—remove “DNS” from the term “DNS system.”  Consistent 

with that understanding, VirnetX’s expert expressly applied the limitations of 

Judge Davis’s “DNS” construction—i.e., “a lookup service that returns an IP 

address for a requested domain name to the requester”—to the “DNS system” term 
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in his infringement analysis for original FaceTime.  E.g., Appx15547 (2012 expert 

report); Appx15601(67:3-68:10) (2012 trial testimony). 

Judge Davis’s 2013 JMOL decision further confirms that the claimed “DNS 

system” incorporated the “DNS” construction.  After the first trial, Apple 

challenged the infringement verdict on the basis that VirnetX failed to prove that 

original FaceTime provided a “lookup service” as required by the “DNS” 

construction.  Appx22251-22253.  Although VirnetX argued in opposition that 

“the claim term … is ‘[DNS] system’ not ‘[DNS]’” (Appx22309 n.7), Judge Davis 

did not adopt that position.  Instead, he applied the “DNS” construction to “DNS 

system,” finding sufficient evidence that original FaceTime “meets the ‘lookup 

service’ limitation when Apple’s FaceTime servers return an IP address for the 

requested domain name[.]”  Appx22364. 

2. Under the correct claim construction, the infringement 
judgment for redesigned FaceTime cannot stand. 

Properly construed, the claimed “DNS system” includes a “DNS” and 

therefore must “return[] an IP address for a requested domain name to the 

requester.”  See Appx22214.  VirnetX’s expert conceded that redesigned 

FaceTime’s servers do not return an IP address for a requested domain name.  

Appx1422(Jones) (Apple modified FaceTime “to zero out or effectively remove 

the callee IP address”); Appx1424(Jones).  Indeed, his report offered no opinion 

that redesigned FaceTime satisfied the “DNS” construction.  Appx15607(146:23-
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147:7); see Appx15217-15218 & n.8 (VirnetX admitting “Dr. Jones’s 2014 Report 

d[id] not address DNS with respect to claim 1 of the ’504 Patent”).  Thus, under 

the correct claim construction, the infringement judgment for redesigned FaceTime 

should be reversed. 

3. At a minimum, the district court’s instruction was 
prejudicial error that warrants a new trial. 

Separate from the claim construction error, the district court’s jury 

instruction was unjustified and unfairly prejudiced Apple.  After VirnetX filed an 

“emergency motion” for clarification regarding claim scope, Judge Schroeder ruled 

that the claimed “DNS system” did not incorporate the “DNS” construction.  

Appx19.  As a result, Apple did not present a non-infringement defense based on—

or cross-examine VirnetX’s expert regarding—the “DNS” construction.  There was 

accordingly no basis to instruct the jury about the issue at all, but the district court 

did so nonetheless. 

The district court’s suggestion that Apple’s expert’s testimony somehow 

justified the instruction is simply wrong.  The court mistakenly believed there was 

“one instance” where Dr. Blaze, “in response to Apple’s examination, suggested 

that the construction for ‘[DNS]’ applied to ‘[DNS] system.’”  Appx98-99.  But it 

was VirnetX’s counsel who confusingly asked Dr. Blaze “[w]hich one of these 

claim constructions does not apply to the ’504 and ’211 patents”—and Apple 

objected to that line of questioning.  Appx2412-2413.  Immediately after the 
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exchange, Dr. Blaze testified that he “underst[ood] that the construction of ‘[DNS] 

system’ does not incorporate the construction of ‘[DNS].’”  Appx2421-2422. 

The district court’s irrelevant instruction unfairly prejudiced Apple.  Not 

only did it likely confuse the jury, but it also improperly suggested that the failure 

to return an IP address could not be a basis for non-infringement, even though that 

was part of Apple’s argument for the separate “indication” limitation.  See infra pp. 

51-55.  Accordingly, if the infringement judgment is not reversed, a new trial is 

warranted.  See, e.g., Lenoir v. C.O. Porter Mach. Co., 672 F.2d 1240, 1247-1248 

(5th Cir. 1982) (remanding for new trial where jury instructions “unclear and 

confusing”). 

B. Redesigned FaceTime Does Not Provide The Claimed 
“Indication.” 

Each asserted claim of the ’504 and ’211 patents requires a DNS system that 

“indicat[es]” whether the system “supports establishing a secure communication 

link.”  Appx262(55:54-56); Appx402(57:43-46).  This Court construed “secure 

communication link” as “a direct communication link that provides data security 

and anonymity.”  VirnetX I, 767 F.3d at 1319.  Thus, the claimed “indication” must 

indicate whether the system supports a “direct” communication link. 

VirnetX alleged that the claimed “indication” in redesigned FaceTime was 

the “Accept Push” message sent by the FaceTime servers to the caller’s device.  

Appx1376; Appx1501; Appx2710.  But since Apple removed the receiving 
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device’s IP address from the Accept Push message in 2013, the Accept Push 

message does not indicate support for a direct communication link.  Accordingly, 

no reasonable jury could find that redesigned FaceTime provides the claimed 

“indication.” 

1. The Accept Push message does not “indicate” support for a 
“direct” communication link. 

As both experts agreed, establishing a FaceTime call via a “direct” 

communication link requires the caller’s device to know the receiving device’s IP 

address.  E.g., Appx1424(Jones) (“Q. … [F]or the actual direct call to happen … 

the caller has to get somehow the callee’s IP address.  Right?  A. Yes.  In any 

communication like that it will, yes.”); Appx2321-2322(Blaze) (“Q. Without the IP 

address of the receiving phone, can the calling phone set up a direct peer-to-peer 

connection with the recipient?  A. No.”). 

When Apple redesigned FaceTime in April 2013, it “zero[ed] out or 

effectively remove[d]” the receiving device’s IP address from the Accept Push 

message.  Appx1422(Jones); see Appx2298(Blaze).  VirnetX’s expert thus 

conceded that the Accept Push message in the April 2013 redesign “would not 

satisfy [the] requirements of the claims to be an indication of support.”  Appx1423. 

VirnetX nevertheless contended that the Accept Push message somehow 

provided the claimed “indication” after Apple modified FaceTime again in 

September 2013.  But even for that accused version, Dr. Jones agreed that “still the 
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accept push message did not have the IP address of the callee.”  Appx1424; see 

Appx1493(Jones); Appx2318, Appx2321-2322(Blaze).  Instead, it contains “the IP 

address of a relay server,” which can only be used to establish an indirect call.  

Appx1425; Appx1502-1503; see Appx1417(Jones) (agreeing that “a relay 

communication is indirect”). 

While two communicating devices may themselves subsequently establish a 

direct communication link via the separate “ICE protocol,” that has nothing to do 

with the accused FaceTime servers or Accept Push message.  Appx1425-

1426(Jones); Appx2319, Appx2325-2326(Blaze).  Importantly, Dr. Jones never 

explained how any information in the Accept Push message “indicates” that the 

accused FaceTime servers support establishing a direct communication link.  See 

Appx1362; Appx1376-1378.  On the contrary, he admitted “the caller can’t initiate 

a direct FaceTime call to the callee” “based on the contents of the [A]ccept [Push] 

message alone[.]”  Appx2710-2711; see Appx2328-2329(Blaze) (“Every one of 

those things [in the Accept Push message] is useful for relay communication or for 

either relayed or indirect, but nothing in there indicates support for direct 

communication.”). 

In short, no reasonable jury could find that the Accept Push message 

“indicates” that the accused FaceTime servers support establishing a direct 

communication link, as the claims require. 
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Mfg. Co. v. Foster, 256 F.3d 1290, 1294 (Fed. Cir. 2001)).  However, the court 

erred in holding that issue preclusion barred Apple’s invalidity arguments.  Appx9. 

This Court reviews issue preclusion under the law of the regional circuit, 

applying Federal Circuit precedent “for any aspects that may have special or 

unique application to patent cases.”  Voter Verified, 887 F.3d at 1382.  In the Fifth 

Circuit, the party seeking issue preclusion must prove (among other things) that 

“the issue under consideration is identical to that litigated in the prior action.”  

Copeland v. Merrill Lynch & Co., 47 F.3d 1415, 1422 (5th Cir. 1995); see GLF 

Const. Corp. v. LAN/STV, 414 F.3d 553, 555 n.2 (5th Cir. 2005).  That requirement 

was not met here. 

The district court ruled that invalidity is always a single “issue” for 

preclusion purposes, while noting that this Court “ha[d] not yet explicitly 

addressed this matter.”  Appx6-7. 

Since then, however, this Court has rejected the district court’s approach of 

treating all invalidity defenses as a single, undifferentiated “issue,” by holding that 

issue preclusion did not bar a defendant who lost invalidity challenges under 

§§ 102 and 103 from pursuing a § 101 challenge in a second case.  Voter Verified, 

887 F.3d at 1382-1383.  Voter Verified necessarily rejected the single-issue 

approach to invalidity in concluding that the mere fact that a defendant lost one 

type of invalidity challenge did not bar it from pursuing another in a different case.  
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Id.; see TASER Int’l, Inc. v. Karbon Arms, LLC, 6 F. Supp. 3d 510, 519 (D. Del. 

2013) (failure to prove invalidity does not demonstrate “the patent is valid for all 

time, but only that the accused infringer has failed to prove the patent invalid on 

the specific grounds it asserted”). 

This rule—that, at a minimum, there is no issue preclusion for invalidity 

challenges raised under different statutory sections than the challenges already 

rejected—makes good sense.  After all, patents are not held “valid,” only “not 

invalid” based on the specific grounds presented.  TASER, 6 F. Supp. 3d at 519; 

Ball Aerosol, 555 F.3d at 994.  Allowing defendants to raise meritorious invalidity 

arguments safeguards the public’s “paramount interest in seeing that patent 

monopolies are kept within their legitimate scope.”  Medtronic, Inc. v. Mirowski 

Family Ventures, LLC, 571 U.S. 191, 203 (2014); see Lear, Inc. v. Adkins, 395 

U.S. 653, 672-673 (1969).  The district court’s rule, by contrast, would contravene 

the Supreme Court’s instruction that a patentee “should not be insulated from the 

assertion of defenses and thus allowed to exact royalties for the use of an idea that 

is not in fact patentable.”  Blonder-Tongue Labs., Inc. v. University of Ill. Found., 

402 U.S. 313, 349-350 (1971). 

The only invalidity defense Apple raised at trial in the 417 Action was 

anticipation by Kiuchi under 35 U.S.C. § 102.  See Appx2.  Accordingly, under 

Voter Verified and application of standard issue preclusion principles, it was error 
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at the time of trial or Apple’s JMOL motion.  The pretrial order identified 

infringement by iMessage as an “issue[] of fact that remain[ed] to be litigated.”  

Appx15762; Appx15728.  VirnetX stated that iMessage “infringement is still live” 

at the pretrial conference one week before trial.  Appx15952.  Even after trial, 

VirnetX refused to stipulate to dismissal of its iMessage infringement claim with 

prejudice or provide Apple with a covenant not to sue.  Appx16225-16226.  That 

was sufficient to create declaratory judgment jurisdiction for Apple’s counterclaim, 

as VirnetX’s behavior could “be reasonably inferred as demonstrating intent to 

enforce [its] patent[s].”  Hewlett-Packard, 587 F.3d at 1363. 

That VirnetX chose at the last minute not to present any iMessage evidence 

at trial does not alter the analysis.  Even in the declaratory judgment context, the 

patentee bears the burden of proving infringement.  Medtronic, 571 U.S. at 198.  

So long as there is a “genuine dispute of sufficient immediacy and reality, about 

the patent’s validity or its application,” the purported infringer can “force the 

patentee into full blown patent-infringement litigation.”  Id. at 202-203 (internal 

quotation marks omitted). 

The district court apparently thought VirnetX could avoid judgment simply 

because its infringement claims “were not presented for consideration to the jury” 

(Appx89), but the cited cases do not support that proposition.  In one decision, this 

Court merely held that the district court lacked jurisdiction to decide invalidity for 
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claims 36, 47, and 51 of the ’211 patent.”  Appx15750.  In the Fifth Circuit, “a 

joint pretrial order signed by both parties supersedes all pleadings and governs the 

issues and evidence to be presented at trial.”  Branch-Hines v. Herbert, 939 F.2d 

1311, 1319 (5th Cir. 1991).  Neither the law nor the policy of encouraging case 

narrowing prevented the district court from granting JMOL of non-infringement 

regarding iMessage.  The district court erred in refusing to do so. 

V. THE JUDGMENT SHOULD BE VACATED IF THIS COURT CONCLUDES THAT 
EITHER SET OF PATENTS-IN-SUIT IS UNPATENTABLE AND/OR NOT 
INFRINGED. 

The PTO has found each asserted claim of VirnetX’s four patents-in-suit 

unpatentable in inter partes review and/or reexamination proceedings brought by 

Apple, Cisco, and others.  Some of those proceedings are pending before this 

Court; others are still before the PTO.  See supra pp. 1-3. 

If this Court affirms the PTO’s unpatentability determinations for all four 

patents-in-suit, the judgment should be vacated and remanded for dismissal.  See 

Fresenius USA, Inc. v. Baxter Int’l, Inc., 721 F.3d 1330, 1340 (Fed. Cir. 2013) 

(“[W]hen a claim is cancelled, the patentee loses any cause of action based on that 

claim, and any pending litigation in which the claims are asserted becomes 

moot.”); Translogic Tech., Inc. v. Hitachi Ltd., 250 F. App’x 988 (Fed. Cir. 2007) 

(non-precedential) (“In light of this court’s decision in In re Translogic Tech., Inc. 

[affirming unpatentability determination from reexamination], this court vacates 
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the district court’s decision and remands this case to the district court for 

dismissal.”). 

Similarly, if the Court affirms the PTO’s unpatentability determinations 

and/or reverses the infringement findings for the ’135 and ’151 patents (asserted 

against redesigned VPN On Demand) or the ’504 and ’211 patents (asserted 

against redesigned FaceTime), the district court’s judgment should be vacated and 

remanded to determine the applicable damages, prejudgment interest, and ongoing 

royalties for the patents and infringement findings that remain.  That is because the 

jury’s damages award assumed that Apple infringed four valid patents; it did not 

differentiate on a patent-by-patent basis.  Appx50-52.  And although VirnetX’s 

damages theory was based on a $1.20 per-unit royalty, different numbers of 

accused units were accused of infringing the two sets of patents.  Appx1853-1855. 

VI. APPLE PRESERVES ITS ARGUMENTS ON THE ISSUES DECIDED AGAINST IT 
IN THE 417 ACTION. 

A. Redesigned FaceTime Does Not Provide “Anonymity.” 

Each asserted claim of the ’504 and ’211 patents requires a DNS system that 

supports establishing a “secure communication link,” which must provide “data 

security and anonymity.”  VirnetX I, 767 F.3d at 1317-1319.  In its second appeal 

in the 417 Action, Apple sought reversal of the infringement judgment because 

original FaceTime does not provide “anonymity.”  Opening Br. 8-15, 25-26, 30-40, 

Reply Br. 2-13, VirnetX, Inc v. Cisco Sys., Inc., No. 2018-1197 (Fed. Cir.). 
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Redesigned FaceTime operates in the same way with respect to 

“anonymity.”  Appx15958-15963.  Thus, the district court ruled that “issue 

preclusion attaches to Apple’s [non-infringement] argument” regarding 

“anonymity.”  Appx76.  Accordingly, if further review of the infringement issue in 

No. 2018-1197 leads to a decision that original FaceTime does not infringe 

because it does not provide “anonymity,” the infringement judgment for the ’504 

and ’211 patents should likewise be reversed here. 

B. The Damages And Interest Awards Should Be Reversed Or 
Vacated. 

In its second appeal in the 417 Action, Apple also challenged VirnetX’s 

damages expert’s reasonable royalty methodology and the district court’s 

prejudgment interest award.  Opening Br. 19-22, 24-28, 40-51, 67-68, Reply Br. 

14-23, 31, VirnetX Inc. v. Cisco Sys., Inc., No. 2018-1197 (Fed. Cir.).  Mr. 

Weinstein and the district court committed the same errors here.  Accordingly, if 

further review in No. 2018-1197 leads to a decision vacating the damages and/or 

prejudgment interest awards, the same result should apply here. 

1. Mr. Weinstein’s testimony should have been excluded 
under Daubert. 

A patent “for an improvement, and not for an entirely new machine or 

contrivance,” entitles the patentee only to the benefit springing from the 

innovation.  Garretson v. Clark, 111 U.S. 120, 121-122 (1884).  Thus, a reasonable 
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royalty “must be based on the incremental value that the patented invention adds to 

the end product.  In short, apportionment.”  Commonwealth Sci. & Indus. Research 

Org. v. Cisco Sys., Inc., 809 F.3d 1295, 1301 (Fed. Cir. 2015) (internal quotation 

marks and citation omitted).  And to ensure that what is valued encompasses only 

the patented invention as used in the accused products, damages testimony that 

relies on comparable licenses “must account for … distinguishing facts” of those 

licenses.  Ericsson, 773 F.3d at 1227. 

Mr. Weinstein’s methodology (see supra pp. 23-24) did not reliably ensure 

that his $1.20 per-unit rate was apportioned to reflect only the incremental value of 

the claimed inventions to Apple’s products.  Although Mr. Weinstein testified “that 

the rates that VirnetX has established in its written [licensing] policy have been 

designed to … ‘apportion,’” he admitted that the policy merely set a 1-2% rate 

based on the entire market value of the licensed products.  Appx1804; see 

Appx1812-1813.  When asked what analysis was done to ensure the licenses were 

apportioned to the value that the claimed inventions added to the licensed products, 

he answered:  “I’m not certain.”  Appx1884. 

The district court believed Mr. Weinstein was not required to apportion 

VirnetX’s licensing policy to the specific facts of this case.  Appx93-94.  That 

cannot be right.  Each agreement Mr. Weinstein relied upon licensed “at least 16 

patents.”  Appx1894-1895; see Appx1873-1874.  And Apple’s accused devices 
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included computers, smartphones, and tablets that were “far more complex” and 

included “many more features” than the simple VOIP phones covered by five of 

the licenses.  Appx1892-1893.  Yet Mr. Weinstein did nothing to apportion down 

the rates he derived from those licenses to reflect only the value of VirnetX’s four 

patents in Apple’s complex products.  See Uniloc USA, Inc. v. Microsoft Corp., 

632 F.3d 1292, 1318 (Fed. Cir. 2011). 

Mr. Weinstein also failed to account for the differences between the prior 

VirnetX licenses and the hypothetical Apple-VirnetX license.  The VirnetX 

licenses granted rights to much more intellectual property for a much longer period 

than the four patents and approximately four years at issue here, and five licenses 

covered much simpler products than Apple’s.  Appx1873-1874; Appx1894-1895.  

Moreover, the six licenses were settlement agreements entered to avoid litigation 

costs.  Appx1897; see Rude v. Westcott, 130 U.S. 152, 164 (1889) (“[m]any 

considerations other than the value of the improvements patented” may lead to 

settlement).  Yet Mr. Weinstein made no adjustments to the per-unit rates to 

account for these differences.  Appx1811-1812. 

The district court found Mr. Weinstein’s factual summary of the VirnetX 

licenses sufficient to satisfy Daubert (Appx91-92), but it was not.  A reliable 

damages methodology must not only describe the facts of the prior licenses but 

also “account” for the differences as compared to the hypothetical license—which 
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Mr. Weinstein did not do.  See Ericsson, 773 F.3d at 1227.  Indeed, the wide 

variation in the per-unit rates he derived from the six licenses—which ranged from 

$0.19 to $2.26 per unit (see supra p. 24)—confirms his methodology for isolating 

the patented technology’s value was arbitrary.  VirnetX’s ability to convince a few 

small companies to agree to nominal license fees to avoid litigation costs does not 

transform Mr. Weinstein’s methodology into a reliable approach for valuing the 

claimed inventions. 

By deferring to the jury on these issues (Appx14, Appx92-94), the district 

court abdicated its “gatekeeping” responsibilities under Daubert v. Merrell Dow 

Pharmaceuticals, Inc., 509 U.S. 579, 589, 597 (1993).  A court’s obligation to 

ensure that damages evidence is reliable includes requiring “the expert [to] … 

apportion damages and sufficiently tie the royalty rate to the facts of the case.”  

Exmark Mfg. Co. v. Briggs & Stratton Power Prods. Grp., LLC, 879 F.3d 1332, 

1351 (Fed. Cir. 2018).  Mr. Weinstein’s methodology failed that test. 

2. Even if admissible, Mr. Weinstein’s testimony did not 
provide substantial evidence supporting the verdict. 

Though Mr. Weinstein claimed his royalty figure was apportioned, he 

testified that he only “apportioned down” to the products covered by the licenses 

he relied upon (VOIP phones for five licenses), not the patented inventions.  

Appx1883.  He then claimed “there wasn’t any further apportionment necessary” 
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because he relied on VirnetX’s licenses, but admitted he was “not certain” what 

was done to apportion the licenses to begin with.  Appx1883-1884. 

While an expert need not “convey all his knowledge to the jury about each 

license agreement in evidence,” Mr. Weinstein needed to present “particularized 

… testimony” explaining how his $1.20 rate was apportioned and how to account 

for the “various differences” between prior licenses and the hypothetical license.  

See Lucent, 580 F.3d at 1329.  Because Mr. Weinstein did neither, the verdict—

which awarded his full damages demand—cannot stand. 

3. The district court abused its discretion in awarding $93 
million in prejudgment interest. 

The district court’s prejudgment interest award (Appx16317-16318) was 

inappropriate because the jury’s award already gives VirnetX “complete 

compensation” under 35 U.S.C. § 284.  See General Motors Corp. v. Devex Corp., 

461 U.S. 648, 655 (1983).  Moreover, the court’s method of calculating interest 

“compounded annually, beginning at the date of the hypothetical negotiation” 

(Appx117) erroneously computed interest as if the jury had awarded a lump sum 

payable at the time of the hypothetical negotiation, although VirnetX’s damages 

theory was based on a per-unit royalty.  Consequently, Apple owes interest going 

back to September 2013 (start of damages period) even for products not sold until 

March 2018 (end of damages period).  Appx16180(¶5). 
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The interest period was also unfairly extended due to errors invited by 

VirnetX, including VirnetX’s prejudicial statements in the consolidated trial that 

required a retrial.  See supra p. 20.  Interest should not have been awarded from 

February 4, 2016 (day after consolidated-trial verdict) to April 2, 2018 (first day of 

855 Action retrial).  See Akamai Techs., Inc. v. Limelight Networks, Inc., No. 06-

cv-11109 (D. Mass. June 24, 2016), ECF No. 518 at 5.  Awarding interest for all 

five years is impermissibly punitive.  See Oiness v. Walgreen Co., 88 F.3d 1025, 

1033 (Fed. Cir. 1996). 

CONCLUSION 

The judgment should be reversed or, alternatively, vacated and remanded. 
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IN THE UNITED STATES DISTRICT COURT 
FOR THE EASTERN DISTRICT OF TEXAS 

TYLER DIVISION 
 

VIRNETX INC. and SCIENCE 
APPLICATIONS INTERNATIONAL 
CORPORATION, 
  
 Plaintiffs, 
 
vs.  
  
APPLE, INC., 
  
 Defendant. 

§ 
§ 
§ 
§  
§         CASE NO. 6:12-CV-855 
§ 
§  
§  
§  
§  
§ 

 
ORDER 

Before the Court is VirnetX, Inc. and Science Applications International Corp.’s 

(collectively, “VirnetX”) Motion for Partial Summary Judgment on Apple, Inc.’s (“Apple”) 

Invalidity Counterclaims Asserted in the Prior Litigation (Docket No. 149).  The Court heard 

arguments regarding this Motion on May 20, 2014.  Based on the parties’ briefings and 

arguments, the Motion is GRANTED IN PART and DENIED IN PART. 

BACKGROUND 

This is the second case between VirnetX and Apple.  The first case, “Apple I,” was filed 

on August 11, 2010.  VirnetX, Inc. v. Cisco Systems, Inc., et al., No. 6:10-cv-417 (E.D. Tex. Aug. 

11, 2010).1  In Apple I, VirnetX accused two Apple product features of infringement: FaceTime 

and VPN On Demand.  VirnetX originally asserted ninety claims from four patents.2  Apple 

                                                 
1 Cisco Systems, Inc. was Apple’s co-defendant in Apple I.  The Court separated the defendants for trial.  Apple I, 
Docket No. 542. 
2 VirnetX asserted U.S. Patent Nos. 6,502,135 (“the ’135 Patent”), 7,418,504 (“the ’504 Patent), 7,490,151 (“the 
’151 Patent), and 7,921,211 (“the ’211 Patent).  The ’135 and ’151 Patents generally describe a method of 
transparently creating a virtual private network (“VPN”) between a client computer and a target computer, while the 
’504 and ’211 Patents disclose a secure domain name service. 
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